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With the explosive expansion of the Internet, some Internet services such as E-mail and WWW have become
indispensable for human's social activities. It is required to run the Internet services stably and efficiently. As one
solution multi-homed networks attract much attention. This technology not only can improve the fault-tolerance of the
Internet systems but also can balance the network traffic efficiently.

So far there have been several techniques developed to construct a multi-homed network: acquiring an AS
(Autonomous System) number, using the ALG (Application Level Gateway) and using the NAT (Network Address
Translation). However, by only building a multi-homed network we cannot take its full advantages and it is needed to
combine efficient route control and network traffic balancing functions. Conventional methods such as DNS Round
Robin, DistributedDirector and TENBIN still have unacceptable issues as solutions to our purpose.

Thus in this thesis, first, we analyze the network architecture of the multi-homed network and the necessity of route
selection. Based on the analysis, we propose a dynamic route selection mechanism for inbound E-mail delivery with
considering network conditions on multi-homed network. In this method, when the E-mail sender side queries the MX
(Mail eXchange) record before it sends E-mail then the E-mail receiver side replies multiple different MX records via
multiple routes simultaneously so that the route with low latency or wide bandwidth can be selected and used for E-mail
delivery. We also implemented a prototype system and compare with conventional methods to present its effectiveness.

Next, We analyze the latency measurement technology which is very important in network condition investigation
and propose a new latency measurement method to solve existing issues by practical use of DNS (Domain Name
System) protocol on multi-homed network. In this method, we focus on the DNS resolution procedures occur right
before the client uses the Internet services and measure multiple RTTs (Round Trip Time) between the server side and
the client side using CNAME (Canonical name of domain name) resource record. As a result, by comparing the RTTS
the proposal method can let the user select and use a route with low latency in both inbound and outbound directions.
We also implemented a prototype system based on the proposal and evaluated its function and present its effectiveness
by comparing with existing methods.

Finally, we describe the implementation technology of the multi-homed network. Using the NAT is one of the
well-used multi-homing technologies with low administrative cost. However, it has some problems for inbound
connections. Thus, as basis of the NAT, we propose a new multi-homing technology with minimal administration which
is also applicable to the inbound connections. In this technology we use one of the options in the IP (Internet Protocol)
header named LSRR (Loose Source Record Route) which is used for source routing. We add the LSRR option to the
inbound packet at the router right before the application server make the inbound path identical to the outbound path in
the connection. We also implemented a prototype system based on the proposal and present the effectiveness as well as
usability.
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